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# ЦЕЛЬ РАБОТЫ

Целью данного практического занятия является закрепление на практике, материала, пройденного на лекции. В данном практическом занятии будут даны примеры, для практического решения задач по теме СГ-ШПС.

# ЗАДАЧА 1

Рассчитать вероятность ошибки извлечения биты информации информированным и слепым декодером, если СГ-ШПС имеет следующие параметры: дисперсия (ПО-изображение) , глубина погружения , дисперсия шума при атаке , количество пикселей, в которые погружается один бит информации . Во сколько раз нужно увеличить количество пикселей *N*, в которые погружается 1 бит информации, чтобы для слепого декодера получить при извлечении такую же вероятность ошибки, как и для информированного декодера? Указание. При расчетах можно использовать следующую верхнюю границу для функции

Ответ:

Возьмём формулу отношение сигнал/шум после погружения WM:

Возьмём формулу отношение сигнал/шум после атаки:

Подставим эти значения в данную формулу:

но, типичным является случай, когда

Тогда для предыдущей формулы получаем:

Тогда мы можем получить следующее:

где

# ЗАДАЧА 2

Предположим, что, для, обнаружение СГ-ШПС, используется статистика [1]:

где N – общее количество пикселей изображения,

Причем при вложении информации используется модифицированный метод СГ-ШПС:

где .

Требуется рассчитать среднее значение этой статистики при отсутствии вложения информации [1]:

и при наличии вложения

где – коэффициент корреляции между смежными пикселями покрывающего изображения.

Расчет производить при выборе следующих параметров = 0,999; 0,99; 0,9; 0,5, . Сделать вывод о возможности (или нет) обнаружения СГ-ШПС по данной статистике.

Ответ:

![](data:image/png;base64,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)

Следовательно, условие выполняется, обнаружение возможно.

# ВОПРОСЫ ДЛЯ ПРОВЕРКИ ЗНАНИЙ

1. Почему СГ-НЗБ не устойчива к атаке удаления вложений информации даже при невозможности обнаружения вложения? – Легко удаляется без искажения ПО, при помощи “рандомизации” ПО.
2. Как выполняется вложение информации в СГ-ШПС? - Вложение происходит в два прохода: первый – по псевдослучайному пути, определяемому стегоключом (паролем), как в Jsteg, а второй – с изменением коэффициентов, не затронутых первым проходом, с целью приближения гистограммы СГ-изображения к гистограмме ПО, что затрудняет *χ2*-атаку.
3. Что такое информированный и слепой декодер? Информированный знает о ПС, а слепой нет.
4. Как выполняется извлечение информации информированным и слепым декодером? – Куча формул
5. Как зависит вероятности ошибки при извлечения информации в случае информированного и слепого декодера от параметров СГШПС и атаки? – Куча формул
6. Каким образом осуществляется обнаружение СГ-ШПС? – Одномерная статистика, статистика второго порядка, использование критерия , ПВА, подсчет нулей в гистограмме, статистика суммы квадратов разностей яркостей соседних пикселей

# ВЫВОДЫ

В данной практической работе, результаты которой представлены выше, мы закрепили материал, пройденный по теме стегосистемы, используемые метод широкополосных сигналы. Научились рассчитывать вероятность ошибки при извлечении информации информированным и слепым декодером , а также вручную обнаруживать стегосистемы используемые широкополосные сигналы.